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INFORMATIVA RELATIVA AL TRATTAMENTO DEI DATI PERSONALI PER LE SEGNALAZIONI DI ILLECITI E PER FINALITA’ DI 
WHISTLEBLOWING AI SENSI DELL’ART. 13 E 14 DEL REGOLAMENTO (UE) 2016/679 (“GDPR”) 

 

Titolare del trattamento  

 

Responsabile per la protezione dati (DPO) 

Titolare del Trattamento è 

Saipem S.p.A., Via Luigi Russolo, 5 20138 Milano - Italia.  

E-mail: privacy@saipem.com (“Società” o “Titolare”). 

Il DPO può essere contattato all’indirizzo: 
dpo@saipem.com. 

 

Dati trattati 

La Società ha istituito propri canali interni per la gestione delle segnalazioni di comportamenti illeciti e al fine di 
garantire la riservatezza dell’identità della persona segnalante e degli altri soggetti coinvolti, proteggendo gli stessi da 
conseguenze ritorsive; tale processo risponde agli adempimenti previsti dal D. Lgs. n. 24/2023 “Attuazione della 
direttiva (UE) 2019/1937 del Parlamento europeo e del Consiglio, del 23 ottobre 2019, riguardante la protezione delle 
persone che segnalano violazioni del diritto dell’Unione e recante disposizioni riguardanti la protezione delle persone 
che segnalano violazioni delle disposizioni normative nazionali” (il “Decreto Whistleblowing”), e a quanto previsto nel 
Modello di Organizzazione, Gestione e Controllo ex D. Lgs. n. 231/2001 e nella Management System Guideline 
Anticorruzione di Saipem S.p.A. 

L’elenco completo dei canali di segnalazione messi a disposizione dalla Società è disponibile sul sito web di Saipem 
S.p.A.  

Le segnalazioni possono essere nominative o anonime. 

I dati personali trattati dal Titolare nell’ambito di gestione delle segnalazioni ricevute sono i dati forniti dalla persona 
segnalante al fine di rappresentare la violazione di cui sia venuto a conoscenza in forza del proprio rapporto giuridico 
con la Società. In particolare, i dati personali trattati dal Titolare sono: 

a. nome e cognome della persona segnalante, quando la segnalazione è nominativa; 

b. ulteriori dati personali forniti dalla persona segnalante, inclusi dati particolari e/o giudiziari, riferiti i) alla 
persona segnalante; o ii) a soggetti terzi eventualmente coinvolti, quali a titolo esemplificativo e non esaustivo 
la persona segnalata, testimoni, facilitatori. 

Nei casi di cui al precedente punto (a) e (b.i), i dati personali sono conferiti direttamente dalla persona segnalante. La 
presente informativa è, perciò, fornita alla persona segnalante ai sensi dell’art. 13 del GDPR. Nei casi di cui al 
precedente punto (b.ii), i dati personali non sono stati ottenuti presso l’interessato, ma sono stati conferiti dalla 
persona segnalante. La presente informativa è, perciò, fornita ai soggetti di cui al punto (b.ii) ai sensi dell’art. 14 del 
GDPR. 

Tutti i dati personali saranno trattati in conformità alla vigente normativa in materia privacy. Pertanto, la Società si 
impegna a trattarli secondo principi di correttezza, liceità, trasparenza, nel rispetto delle finalità di seguito indicate, 
raccogliendoli nella misura necessaria ed esatta per il trattamento, consentendone l’utilizzo solo da personale allo 
scopo autorizzato e formato ed al fine di garantire la necessaria riservatezza delle informazioni fornite. 
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Finalità del trattamento 

 

Basi giuridiche del 
trattamento 

 

Tempo di conservazione 

Gestione delle segnalazioni ricevute ai 
sensi del Decreto Whistleblowing. 

Per il trattamento dei dati comuni, la 
base giuridica è l’obbligo legale al 
quale è soggetto il Titolare (Decreto 
Whistleblowing). 

I dati personali sono conservati per 
un periodo di 5 anni dalla data di 
comunicazione dell’esito finale 
della procedura di segnalazione. 

Per il trattamento (eventuale) di dati 
particolari, la base giuridica è: i) 
l’assolvimento di obblighi o l’esercizio 
di diritti del Titolare o dell’interessato 
in materia di diritto del lavoro (ex art. 
9, par. 2, lett. b del GDPR); ii) 
l’accertamento, esercizio o difesa in 
giudizio di un diritto in sede giudiziaria 
(ex art. 9, par. 2, lett. f del GDPR). 

Il trattamento (eventuale) di dati 
giudiziari è autorizzato ai sensi del 
Decreto Whistleblowing (ex art. 10 del 
GDPR). 

Rivelare l’identità della persona 
segnalante – o qualsiasi altra 
informazione da cui possa evincersi 
(direttamente o indirettamente) tale 
identità – a persone diverse da quelle 
competenti a ricevere o a dare 
seguito alle segnalazioni per le 
seguenti finalità: 

- corretta gestione della 
segnalazione; 

- nell’ambito di un procedimento 
disciplinare, qualora la 
contestazione sia fondata sulla 
segnalazione e la conoscenza 
dell’identità della persona 
segnalante sia indispensabile per 
la difesa dell’incolpato. 

La base giuridica del trattamento è il 
consenso dell’interessato (ex art. 6 
par. 1 lett. a) del GDPR). 

Documentare le segnalazioni ricevute 
via telefono o tramite incontro diretto 
con il personale competente tramite 
trascrizione integrale o redazione di 
verbale.  

Se necessario, per accertare, 
esercitare e/o difendere i diritti della 
Società in sede giudiziaria, 

La base giuridica che legittima il 
trattamento dei è il legittimo interesse 
alla tutela dei propri diritti (art. 6, par. 

Per tutta la durata del contenzioso, 
fino all’esaurimento dei termini di 
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amministrativa o nelle procedure di 
arbitrato e conciliazione. 

1 lett. f) e art. 9, par. 2, lett. f) del 
GDPR). 

esperibilità delle azioni di 
impugnazione. 

Decorsi i termini di conservazione sopra indicati, i dati personali saranno resi anonimi, compatibilmente con i tempi 
previsti nelle procedure tecniche di cancellazione e backup. 

Modalità di trattamento e conferimento dei dati  

In base alla modalità scelta dal segnalante per la segnalazione, il trattamento sarà svolto in forma digitale, cartacea o 
orale, con modalità e strumenti volti a garantire la massima sicurezza e riservatezza, ad opera di soggetti a ciò 
appositamente incaricati. 

Il conferimento dei dati personali del segnalante è facoltativo; la persona segnalante che non voglia comunicare i propri 
dati personali ha la possibilità di presentare una segnalazione anonima. 

Destinatari e trasferimento dei dati  I diritti dell’interessato 

Nell’ambito delle finalità sopra indicate, i dati personali 
possono essere comunicati a soggetti terzi che svolgono 
attività in outsourcing per conto del Titolare – quali i 
fornitori della piattaforma informatica utilizzata per 
l’acquisizione e gestione delle segnalazioni o eventuali terzi 
a cui è stata affidata la gestione del canale di segnalazione 
per conto della Società – in qualità di responsabili del 
trattamento ai sensi dell’art. 28 del GDPR, nonché a 
soggetti terzi che operano in qualità di autonomi titolari del 
trattamento, quali a titolo esemplificativo eventuali 
Autorità giudiziarie. 

Tutti i soggetti coinvolti sono tenuti al rispetto della 
normativa in materia di protezione dei dati personali e 
adottano misure tecniche e organizzative adeguate a 
garantire la sicurezza e la riservatezza delle informazioni 
trattate.  

Per conoscere l’elenco completo e aggiornato dei 
responsabili del trattamento nominati dal Titolare, 
l’interessato può inviare una richiesta ai dati di contatto del 
Titolare. 

Gli interessati hanno il diritto di richiedere al Titolare 
l’accesso ai propri dati personali, nonché la rettifica, la 
cancellazione e la limitazione e opposizione del 
trattamento nei limiti previsti dal GDPR. Data la natura 
del trattamento, il diritto alla portabilità non è 
esercitabile. Inoltre, ove applicabile, gli interessati 
potranno revocare in qualsiasi momento il consenso 
prestato. La revoca non pregiudicherà la liceità del 
trattamento basata sul consenso prima della revoca. 

Tali diritti possono essere esercitati in qualsiasi 
momento, nei confronti del Titolare, inviando 
un’apposita richiesta per iscritto all’indirizzo e-mail 
dpo@saipem.com o privacy@saipem.com. 

Inoltre, l’interessato ha il diritto di proporre reclamo al 
Garante per la protezione dei dati personali e di 
ricorrere agli altri mezzi di tutela previsti dalla normativa 
applicabile.  

Ai sensi dell’art. 2 undecies del d.lgs. n. 196/2003 (di 
seguito, “Codice”), i diritti di cui agli articoli da 15 a 22 
del GDPR non possono essere esercitati qualora 
dall’esercizio di tali diritti possa derivare un pregiudizio 
effettivo e concreto alla riservatezza dell’identità del 
segnalante che segnala una condotta illecita, ai sensi del 
Decreto Whistleblowing, di cui sia venuto a conoscenza.   

In tale ipotesi i diritti in questione possono essere 
esercitati tramite del Garante per la protezione dei dati 
personali con le modalità di cui all’art. 160 del Codice). 

Trasferimento dei dati verso Paesi non 
appartenenti allo Spazio Economico Europeo. 

I dati personali trattati non sono oggetto di trasferimento al 
di fuori dello Spazio Economico Europeo. 
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